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6.5.2 The GV-SDCardSync Utility Window

After you have installed the GV-SDCardSync Ultility, point to Start, select Programs, select
GV-SDCardSync and select to launch the program. This window appears.

"

®e—11@

—

Figure 6-11

No. Name Description

Plays downloaded recordings of the selected GV-IP Cameras using the
1  Play Video ViewlLog player. For details, see Chapter 4, DVR User’s Manual on
Surveillance System Software DVD.

Contains settings on synchronization, network, storage location and

2  Setting recycling criteria. See step 4 in 6.5.1 Installing the GV-SDCardSync
Utility.
3 Sync all Manually synchronizes and downloads the recording files stored at GV-
devices IP Cameras.

Shows information of GV-IP Cameras connected to the GV-System,
including channel number, IP address, size and number of
unsynchronized files, download speed, status and the last
synchronization time.

4 IP Camera Tab

Displays up to 100 event entries of the GV-SDCardSync Utility. Once

5 LlogTab the entries are full, recycling will start from the oldest file.

6  Storage Space Shows the storage space of the designated hard drive.

Note:

1. The synchronization time is recorded according to the system time of the GV-IP
Camera.

2. The logs are deleted once the GV-SDCardSync Ultility is re-activated.
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Chapter 7 DVR Configurations

The GV-System provides hybrid solution, integrating the digital videos from IP cameras with

other analog videos. For digital videos, the GV-System provides complete video

management, such as video viewing, recording, playback, alert settings and almost every

feature of the system. The integration specifications are listed below:

e The compatible GV-System version for each GV-Fisheye Camera model:

Camera Model

Compatible GV-System Version

GV-FE110/FE111

V8.4 (with patch files) or later

GV-FE420/ FE421

V8.4 (with patch files) or later

GV-FE520 / FE521

V8.5 or later

GV-FER521

V8.5.3 or later

e The maximum number of streams supported by the fisheye camera is 7 for GV-FE110 /
FE111 / FE520 / FE521 / FER521 and 5 for GV-FE420 / FE421. When a fisheye camera
is connected to IE browser or any other applications, it takes up 1 stream. When a

fisheye camera is connected to GV-System, it takes up 1 stream.

GV-FE110/ | GV-FE420/ ggiggg? ;
GV-FE111 GV-FE421 GV-FER521
Maximum number of streams 7 5 7

Connection from one GV-System

Takes up 1 stream

One connection to Web interface

Takes up 1 stream

Connection from one Center V2

Takes up 1 stream

Note: The above maximum numbers of streams are based on the maximum resolution for

the camera and the codec H.264.
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e The hardware compression and the “Pre-Recording Using RAM” feature cannot work on
the videos from the fisheye camera.

TCP/ IP

\'Qi

GV-Fisheye Camera

GV-System with
\_?, q 32-channel Display

GV-Fisheye Camera

Figure 7-1
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7.1 Setting Up IP Cameras

To set up the camera on the GV-System, follow these steps:

1. On the main screen, click the Configure button, select System Configure, select
Camera Install and click IP Camera Install. This dialog box appears.

IP Device Setup

Serveraddress | Fort [ cam mo. | status | video Resalution | Brang

g,

Add Camera

Scan Camera

Import Camera

IF Device LHility

Autoratic Setup

Message :

Figure 7-2

o To automatically set up the camera, click Scan Camera to detect any GV IP devices
on the LAN.

e To manually set up the camera, click Add Camera.
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The following steps are the example of manual setup.

2. Click Add Camera. This dialog box appears.

Select Brand gl
Server IP - [192.166.0.3 |
HTTP Port - {0
User name : | admin
Password |“"""‘"’
Brand : |Geu\fisi0n j
Dievice : |F'Iease select the brand of IP camera j

A

GeoYision GY-FE110_Series
i - E420 5
Geowision_GW-FE422
Geowision_GW-FES20_Series
Geovision_GW-IP Carnera %1
GeoVision_GW-LH4C

Geovision GW-L+4C2 bt

Message

Figure 7-3

3. Type the IP address, username and password of the camera. Modify the default HTTP
port if necessary. Select GeoVision from the Brand drop-down list and select the model
from the Device drop-down list. This dialog box appears.

GeoVision_GV-FE420_Series §|

| Cluery ‘ ‘ Status ;| Standby
Camera list

Select | J

Cluery

Part

Part |1DDDD

Stream Type
= e

Codec Type

Resolution

£l El

Figure 7-4

4. Click Query to acquire the information from the IP camera. You can change the video
streaming port number if needed.

5. Click Apply. The IP camera is added to the connection list.
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Click the listed camera and select Display position to map the IP camera to a channel

on the GV-System.

IP Device Setup

X
Server address Port Cam. NO. Status Video Resolution Brand R GETTET I
192.168.1.168 10000 No Disconnect GeoVision_GV-FE420_Series
CETTEE o P AN NS 190 Sarias
[192.168.0.3 10000 No Disconnect T LR scan camera I
Delete camera CAM.2
Change setting CAM.3 Import Camera I
Remote camera setting CAM.4 . .
Duplicate Camera CAM.S IP Device Utility I
Network Time Out » CAM.B .
Frames to keep in live view buffer » CAM.7 Automatic Sempl
Recording codec Format P CAME
GIS Setting 4 CAM.9 OK I
Automatically adjust DST P CAM.IOD
CAM.11

Figure 7-5

The Statue column should display “Connected”. Click OK.
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.1 Customizing the Basic Settings

After the GV-Fisheye Camera is connected and assigned with a display position, you can

configure the camera’s settings such as frame rate, codec type and resolution. Right-click the

desired camera to see the following list of options:

IP Device Setup
|| Server address | Port | Carm. NQ. | Status | Video Resolution | Brand |
| [1oz168.2.24 10000 Cameral _ Connecled  Jumemmn T

Change position 3
Delete camera

Remote camera setting

Metwork Time Out

Change Codec

Live wiew frame rate control {Main stream})
Imnage Crientation

Frames ko keep in live view buffer
Recording codec Format

Aukomatically adjust DST

*r ¥ r v rror

120

Figure 7-6

Network Time Out: When network disconnection exceeds the specified time period, the
camera status will be displayed as Connection Lost.

Change Codec: Changes the code type.

Live-view frame rate control (Main stream): Sets the live view frame rate of the sub
stream to help reduce the CPU usage. If you have set the live view codec to be MJPEG,
select the number of frames to allow in a second. If the live view codec selected is
MPEG4 or H.264, select one of the following options:

® Maximum Live-view Frame Rate: View the video at the maximum frame rate
possible.

® Live-view Key Frame only: You can choose to view the key frames of the videos
only instead of all frames on the live view. This option is related to the GOP setting
of the IP camera. For example, if the GOP value is set to 30, there is only one key
frame among 30 frames.

Image Orientation: You can adjust the image orientation by selecting Normal,
Horizontal Mirror, Vertical Flip or Rotate 180°.

Frames to keep in live view buffer: Specifies the number of frames to keep in the live
view buffer.

Recording Codec Format: Specifies whether to record in standard or GeoVision type
of MUPEG, MPEG4, H.264 codec.

Automatically Adjust DST: If enabled, the time on the GV-IP device Web interface will
be synchronized with the time of the GV-System when DST period starts or ends on the
GV-System.
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7.2 Remote Monitoring with Multi View

You can use the Multi View to monitor and manage the camera.

7.2.1 Connecting to the IP Camera

1. On the Multi View window, click the Edit Host button. The Edit Host window appears.

2. To create a host, click the New button. You need to create a group before creating a

host.

3. Select GV-IP Camera, GV-IP Speed Dome from the Device drop-down list. Type the

host name, IP address, user name and password of the camera. Modify the default VSS

port 10000 if necessary.

= Mew Group
GVIF Ca

Haost List

P CameraH264

Host Infarmations

I Host Protection

Host Mame GVIP CameraH264

Device B cwIP Camera, G\-IP Sp
P Address [1oz168.013
User Marme alex

Password ’Mi

W88 Port 10000
Mew Delete Save
Impart | Expart | O_IK
Figure 7-7

4. Click Save to establish connection.

For details on the Multi View functions, see “Multi View Viewer”, Remote Viewing, DVR

User’s Manual on the Surveillance System Software DVD.
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7.3 Remote Monitoring with E-Map

You can use the Remote E-Map to monitor and manage the camera.

7.3.1 Creating an E-Map for the IP Camera

With the E-Map Editor, you can create an E-Map for the camera. The E-Map Editor is
available in the two applications: Main System and E-Map Server. The following is an
example of running the E-Map Editor included in the Main System.

1. Go to Windows Start menu, point to Programs, select GV folder and click E-Map Editor.
2. To create an E-Map, click the Add Map button on the toolbar. A New Map file appears.

3. Double-click the New Map file, and click the Load Map button on the toolbar to import a
graphic file.

3. To create a host, click the Add Host button on the toolbar and select Add Camera.

4. Right-click the created New Host in the Host View, and select Host Settings. This dialog
box appears.

Location Mame: Carner:
Addess: 1521681 21
# of Cameras: 1 £ ideo Server
WSS Port:

# of Modules: 1 - e 10000

Module 1 N

# of Inputs: 1 e

# of Outputs: 1 $

Figure 7-8

4. Give the camera a location name, and type its IP address (or domain name). Modify the
default VSS port 10000 if necessary.

5. Click OK to save the settings.

6. Expand the created host folder. Drag and drop the icons of cameras and I/O devices
onto the imported E-Map.

7. Close the E-Map Editor. Click Yes when you are promoted to save the file.

For details on creating an E-Map file on the E-Map Server, see “E-Map Server”, E-Map
Application, DVR User’s Manual on the Surveillance System Software DVD.
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7.3.2 Connecting to the IP Camera

Depending on where you save the created E-Map file (DVR, E-Map Server or Control
Center), the steps to open the Remote E-Map window for monitoring may vary slightly. The
following is the connection example when you store the E-Map file on the DVR.

1. To enable the remote access to the DVR, click the Network button, select WebCam
Server to display the Server Setup dialog box, and click OK to start the WebCam server.

2. Atthe local computer, open the web browser and type the address of the DVR. The
Single View page appears.

3. Select Emap. A valid user name and password are required for login. For the first-time
user, you will be directed to the Download page. Install the E-Map program before you

can run it.

4. On the Remote E-Map window, click the Login button and select the camera host to
access its videos and I/O devices. A valid user name and password are required to log
in the camera.

For details on the Remote E-Map functions, see “The Remote E-Map Window”, E-Map
Application, DVR User’s Manual on the Surveillance System Software DVD.
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Chapter 8 CMS Configurations

This section introduces settings on connecting the camera in the central monitoring stations
Center V2, VSM and Dispatch Server.

8.1 Center V2

The Center V2 can monitor and manage the camera and I/O devices connected to the
camera.

TCP/ IP

GV-Fisheye Camera
|

Video Data

|
i
: Text Data

|

GV-Fisheye Camera

Center V2

Figure 8-1

124



n CMS Configurations

e To set the appropriate port connecting to the IP camera, click the Preference Settings
button, select System Configure, click the Network tab, and check Accept connections
from GV-Compact DVR, Video Server & IP Cam. Keep the default port 5551 for the Port
2 option, or modify it to match the Center V2 port on the camera.

General || Layout | Metwork | Record | Dispatch Server
Infarmation of Centert'2

Location Mame: | GY-MNDYR

1921680127

Metwork Settings

|:| Enhance Metwork Security

Certery2 Port | 5547
Accept connections from GY-Compact DVR, Video Server & IP Cam

hote

Any changes of this property will be applied in the next

[ Ok l ’ Cancel

Figure 8-2

e To define how to display the received video on motion detection and input trigger from the
camera, click the Preference Setting button and select System Configure. This dialog
box appears.

General | Lapout | Metwork | Record | Dispatch Server
tonitar Option
O Manual close channel
(%) Cloze the camera view when motion stopped

Post-matior: b Sec.

Camera zend by 1/0 trigger will monitor: 10 Sec.

Manitor the camera sent by GY-Awiegand capture: 10 Sec.
Image Cuality: ") Marmal

Enable Directdraw

Start-up
[ &suto Fun when \wWindows Starts
[ Login 5M5 Server when Start Service

Channel Caption

Font and Color: Settings...

[ Use subscriber's color setting as background

l (]S ] [ Caricel

Figure 8-3
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B Manual close channel: Closes the triggered camera view manually.

B Close the camera view when motion stopped: Closes the triggered camera view
automatically when motion stops.

B Post Motion: Specify the duration of the camera view remaining on the monitoring
window after motion stops.

B Camera send by I/O trigger will monitor: Specify the duration of the camera view
remaining on the monitoring window when an 1/O device is triggered.

To keep the camera view remaining on the monitoring window even after the alarm is
finished, click the right-arrow button, and uncheck Latch Trigger. Then the camera view will
keep remaining on the monitoring window for the specified time. For example, the alarm is
triggered for 5 minutes and you set 10 minutes, which means the total display time will be 15
minutes.

For further information on how to manage the video received from the camera, see GV-CMS

Series User’s manual.
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n CMS Configurations

The VSM can monitor and manage the camera and I/O devices connected to the camera.

&,

GV-Fisheye Camera

TCP/ IP

»

Text Data

\.t’))k - VSM

GV-Fisheye Camera

Figure 8-4

To set the appropriate port connecting to the camera, click Configure on the window menu,
and select System Configure to display this dialog box. In the Connective Port field, keep

the default value 5609 for the Port 2 option, or modify it to match the VSM port on the

camera.

System Configure

Startup
[ Auto Run when Windows Starts

[[] start Service when ital Sign Monitor Starts
[] Lagin WS Server when Service Starts

Connective Port

Server Port: 5610 Default

Partz: 5609 Default

(FPort 2 is assigned for GY IP devices)

Security
[JEnhance netwark security

Figure 8-5

For further information on how to manage the video received from the camera, see GV-CMS

Series User’s manual.
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8.3 Dispatch Server

The Dispatch Server can manage the camera and I/O devices connected to the camera, and
distribute them to the Center V2.

pe TCP/ IP
<o
GV-Fishe?/e Camera |
i Video Data‘ i
i Text Data i i
\o > Dispatch Server !
GV-Fisheye Camera - i =
Center V2
Figure 8-6

To enable connecting to the camera, click the Setting button on the toolbar, and select
Allow GV IP devices to login as subscriber from port. Keep the default port 5551, or
modify it to match the Center V2 port on the camera.

& ® Dispatch Server Setting El

Metwork setting

Server Port: 21112 Default

[“liallow GV IP devices to login as subscriber from port:

15551 Default

[ Autorun server service upon startup

[[] &utomatic Failover Support

[ alow unidentified Centerv2 Server login

Identification Code: [tk

Dispatch Setting
(5) Group First (O Balance Cnly

Dispatch Log

Keep Days: 30 L]
Log Path: D:\Dispatch Server\Logy E]
Available space: 12,82 GB @

Centery2 Event Log

[¥]Enable Real Time Center2 Event

Keep Days: 30 1]
Log Path: | D_:\D!spaEch__ E_.erver\gentervg\._o_gﬂ‘, E]
Avallable space: 12.82 GB @
_"E) [“IRerycle Log @
l Ok ] [ Cancel ]
Figure 8-7

For further information on how to manage the video received from the camera, see GV-CMS

Series User’s manual.
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Camera

Specifications

Image Sensor

GV-FE110/ 111

1/3" progressive scan CMOS

GV-FE420/ 421
GV-FE520 / 521
GV-FER521

1/2.5" progressive scan CMOS

Picture Elements

GV-FE110/ 111

1280 (H) x 1024 (V)

GV-FE420/ 421

2048 (H) x 1944 (V)

GV-FE520 / 521
GV-FER521

2560 (H) x 1920 (V)

1.5 Lux (1/60 sec), 0.1 Lux (1/5 sec), (30

GV-FE110/111 | Color | |2k "F12.0, AGC-ON, slow shutter-Off.)
. Color

Minimum GV-FE420/ 421 4 Lux (1/30 sec), 2 Lux (1/5 sec)
lllumination B/W

GV-FE520 /521 | Color

2.0 Lux/F2.0
GV-FER521 B/W
: Automatic (Balanced, Speed Priority, Quality

GV-FET10/111 1 5 rity), (1/5 ~ 1/4000 sec)

Shutter Speed GV-FE420/ 421

GV-FE520 / 521
GV-FER521

Automatic, Automatic (High Shutter Speed),
Manual (1/5 ~ 1/8000 sec)

White Balance

Automatic, Manual (2800K ~ 8500K)

Note: Although the GV-FE420 / FE421 / FE520 / FE521 / FER521 supports day / night
function, they are not equipped with an IR-cut filter and therefore cannot work with infrared

illuminators.
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Optics Lens
Megapixel Yes
GV-FE110/111 | No
Electronic Day / GV-FE420 / 421
L PO GV-FE520/521 | Yes
GV-FER521
Lens Type Fixed
Iris Fixed Iris
GV-FE110/111 | 1.25 mm
GV-FE420/421 | 1.05 mm
Focal Length
GV-FE520 / 521
1.6 mm
GV-FER521
GV-FE110/ 111
: GV-FE520/521 | F/2.0
Maximum Aperture GV-FER521
GV-FE420/421 | F/2.8

Mount

M12, Pitch 0.5 mm

Image Format

GV-FE110/ 111

1/3”

GV-FE420/ 421

172"

GV-FE520 / 521

4.7 mm (image circle)

GV-FER521

Focus None
Operation Zoom None

Iris Fixed
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Operation

Specifications

Video Compression

GV-FE110 /111

H.264, MPEG4, MJPEG

GV-FE420/ 421
GV-FE520 / 521
GV-FER521

H.264, MJPEG

Video Streaming

GV-FE110 /111

Single streaming from H.264, MPEG4 or
MJPEG

GV-FE420 / 421
GV-FE520 / 521

Single streaming from H.264 or MJPEG

Video Resolution

GV-FER521
GV-FE110/111 | 1280 x 1024
2048 x 1944
GV-FE420/ 421
1440 x 1376
GV-FE520 /521 | 2560 x 1920
GV-FER521 2048 x 1944

Frame Rate

GV-FE110 /111

15 fps at 1280 x 1024

GV-FE420/ 421

15 fps at 2048 x 1944 and 1440 x 1376

GV-FE520 / 521

10 fps at 2560 x 1920
15 fps at 2048 x 1944

Image Setting

Brightness, Contrast, Sharpness, Saturation,
Gamma, White Balance, Flicker-less, Backlight
Compensation, Image Orientation, Shutter
Speed, Day / Night

Audio Compression

G.711, AAC (16 kHz / 16 bit)

Two Way Audio

Yes

Sensor Input

1 digital input (Dry Contact)

Alarm Output

1 digital output (200 mA 5V DC)

Note:

1. Backlight compensation is not available in GV-FE110 / FE111.

2. Day/ Night function is only available in GV-FE420 / FE421 (V1.03 or later), GV-FE520 /
FE521 and GV-FER521.

3. AAC (16 kHz / 16 bit) audio codec is only supported in GV-FE420 / FE421 / FE520 /
FE521 / FER521 with GV-System V8.5 or later.

4. Digital input and output are not available in GV-FER521.
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Network

Interface 10/100 Ethernet

Protocol HTTP, HTTPS, TCP, UDP, SMTP, FTP, DHCP, NTP,
UPnP, DynDNS, RTSP, PSIA, SNMP, QoS (DSCP)

Mechanical

Lens Mounting

M12, Pitch 0.5 mm /0.02 in

Temperature Detector

Yes

Power Terminal block (3 pin or 2 pin), PoE
Ethernet Ethernet (10/100 Base-T), RJ-45 Connector
Audio Built-in microphone and speaker
Connectors Digital I1/0 I/O Wire
Auto Iris None
Local Storage Micro SD/SDHC/SDXC memory card slot (for Class 6
card or above)
TV-Out None
Note:

1. Terminal block and digital I/O are not available in GV-FER521.
2.  SDXC memory cards are not supported in GV-FE110/ FE111.

General
GV-FE110/ 111
Operating GV-FE420/421 | 0°C ~50°C /32 °F ~ 122 °F
Temperature | GV-FE520 / 521
GV-FER521 -20°C ~ 50°C / -4°F ~ 122°F
Humidity 10% to 90% (no condensation)

Power Source

GV-FE110 /111
GV-FE420/ 421
GV-FE520 / 521

12V DC / 24V AC / PoE (IEEE802.3af)

GV-FER521

PoE (IEEE802.3af)
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GV-FE110/111 | 9W
Maximum
Power GV-FE420/ 421
Consumption | GV-FE520/521 | 5W
GV-FER521
Regulatory CE, FCC, C-Tick, RoHS compliant
Camera Body
(Hard-Ceiling @ 160 x 50.55 mm /6.30 x 1.99 in
Mount)
GV-FE110/111 | Camera Body @ 164 x 50.55 mm / 6.46 x 1.9 in
(In-Ceiling Mount)
GV-FE420/ 421
Cable Diameter @8 mm/0.31in
pax. Connector | ¢; 58,5 mm /1.12in
iameter
Dimension
Camera Body
(Hard-Ceiling @160 x 46.4 mm /6.30 x 1.83 in
Mount)
Camera Body @ 164 x 46.4 mm / 6.46 x 1.83 in
(In-Ceiling Mount)
GV-FER521
Cable Length 1m/3.28 ft
Cable Diameter @6.2mm/0.24 in
pax. Connector | ¢ 30 mm /1.18 in
iameter
GV-FE110 /111
; GV-FE420/421 | 650g/1.431b
Weight GV-FE520 / 521
GV-FER521 480g/1.06 Ib
1P66 Yes (GV-FER521 only)

Vandal Resistance

IK6 (GV-FER521 only)

Power over Ethernet

PoE Standard

IEEE 802.3af Power over Ethernet / PSE

PoE Power Supply Type

End-Span

PoE Power Output

Per Port 48V DC, 350mA. Max. 15.4 watts
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Web Interface

Installation Management

Web-based configuration

Maintenance

Firmware upgrade through Web Browser or Utility

Access from Web Browser

Camera live view, video recording, change video
quality, bandwidth control, image snapshot, digital 1/0
control, audio, picture in picture, picture and picture,
motion detection, privacy mask, visual automation,
tampering alarm, auto pan function, virtual PTZ, wide
angle lens dewarping, text overlay

Language

Arabic / Bulgarian / Czech / Danish / Dutch / English /
Finnish / French / German / Greek / Hebrew /
Hungarian / Indonesian / ltalian / Japanese /
Lithuanian / Norwegian / Persian / Polish / Portuguese
/ Romanian / Russian / Serbian / Simplified Chinese /
Slovakian / Slovenian / Spanish / Swedish / Thai /
Traditional Chinese / Turkish

Note: Digital I/O is not available in GV-FER521.

Application

Network Storage

GV-NVR, GV-System, GV-Backup Center, GV-
Recording Server

Live Viewing

IE, GV-Multi View

CMS Server Support

GV-Control Center, GV-Center V2, GV-VSM

All specifications are subject to change without notice.
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Appendix

A. Settings for Internet Explore 8 or later

If you use Internet Explorer 8 or later, it is required to complete the following setting.

1. Set the Security to Medium-high (default).
2. Enable Allow previously unused ActiveX controls to run without prompt.

3. Disable Only allow approved domains to use ActiveX without prompt.

Security Settings - Internet Zone E|
Settings
| Ackivel controls and plug-ins ~
@] Allow previously unused Activel controls bo run without pror
() Disahle
(& Enable =
@] Allow Scriptets 5 5
® Disable Security Settings - Internet Zone
() Enable :
Settings
O Prompt: g
@/ Automatic prompting For ActiveX controls (%) Disable {recommended) -
(®) Disable () Enable (not secure)
O Enable ) Prompt
@] Binary and script behaviars @] Only allow appraved domains to use Activex without pramp
() Administrator approved (%) Disable
() Disable Enable G
Q Enab!a _ = |#| Run Actives controls and plug-ins
o Piinlaw widan and animation oo = .A.QTHM Fhak doar nok e O Adrinistrator approved
O Disable
*Takes effect after you restart Internet Explarer @ Enable
Reset custam settings £ O Prompt
T | @] Scripk ActiveX controls marked safe For scripting™
Reset to: | Medium-high (default) | [ Reset... ] " O Disable
(%) Enable
O Prompk
I OF l I Cancel ] ol Mewsnlaade N
- | >
HT alomm ~FFmrk aFkav siman vmemb vk Trbmvmeb Comlavae
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B. RTSP Protocol Support

The fisheye camera can support RTSP protocol for both video and audio streaming.

If you are using Quick Time player, use the following RTSP command:
rtsp://<IP of the fisheye camera>:8554/<CH No.>.sdp
For example, rtsp://192.168.3.111:8554/CH001.sdp

If you are using VLC player, use the following RTSP command:
rtsp://<ID>:<Password>@<IP of the camera>:8554/<CH No.>.sdp
For example, rtsp://admin:admin@192.168.3.111:8554/CH001.sdp

If you use the VLC, and if authentication is not required, enter:
rtsp://@<IP of the GV-IPCAM H.264:8554/<CH No.>.sdp
For example, rtsp://(@192.168.3.111:8554/CH001.sdp

Note:
1.  RTSP streaming is supported over HTTP, UDP and TCP.

2. The video streaming through RTSP protocol can only be displayed in circular source
images.

The RTSP protocol must be enabled on the Web interface. See 4.3.8 RTSP.

4. Only VLC and QuickTime players are supported for streaming video via RTSP
protocol.
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C. The CGlI Command

You can use the CGI command to obtain a snapshot of the live view without logging in the
Web interface or to access the User Account Web interface. For a fisheye camera with the
following details:

IP address: 192.168.2.11

Username: admin

Password: admin

Desired stream: 1

Type the following into your web browser to obtain a snapshot:
http://192.168.2.11/PictureCatch.cgi?username=admin&password=admin&channel=1

Type the following into your web browser to access the User Account Web interface:
http://192.168.2.11/ConfigPage.cgi?username=admin&password=admin&page=UserSetting
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D. Supported Firmware for Flash Memory
The 128 MB flash memory is supported in firmware V1.09 or later except GV-FE110/ 111.

To look up if the camera contains a 128 MB type flash memory, access the web interface or

the GV IP Device Utili

e Web Interface

Click Management and click Tools. The “128 MB” should be noted after the firmware

version.

ty:

Firmware Update

In this section you can see GV-IPCAM firmware version.

e GV IP Device Ut

The “128 M” should appear under the NOTE column.

= GV IP Device Utility

File  Tool

Q iy - R

ility

General settings l VR camera settings ]

5Y-FE420IFE421
GY-IPSpeedDome
GY-|FSpeedDome
GY-IPSpeedDome
GY-LH4C3
GY-LH4C3
GY-LH4C3
GY-LH4C3

(AR V)

YT I KH

0013E202D498
0013E2034560
0013E20139AB2
0013E20163FE
0013E200FC2D
0013E202A9EF
008414430005
0013E2029E43
N4 2F 701 4R34

192,168,416

192.168.3.354

192 168.1.85

1921684 211

192.1658.4.35

192.168.2.102
192.168.4.178

107 1R2 4 28

¥1.02
¥1.02
v1.02
¥1.02
¥1.01
¥1.08
¥1.00
wi 07

2012-01-02
2012-01-13
2012-01-13
2012-02-01
201 2-02-07
2011-12-249
2012-02-07
2011-04-18
111779

Mame - | Mac Address | IP Address Firrmware Wersion | Intern... | MOTE

& GV-BX520D/BXSZ0L0013E2019696 192168.2147  v1.07 2011-12-15 Genvision_GY-Bx4520D_Series
& GV-BH520DiBX52000013E20255CE 192.168.0.2 w1.08 2011-07-29 GenVision_GV-BX820D_Series
& GV-FD3Z00FD321(0013E20361BA 192168.083  v1.07 20111212 Genvision_GY-FD3200_Series
& GV-FD32000FD321(0013E20361B3 182168.3.141  v1.07 2011-10-16 Geovision_GY-FD3200_Series
& GV-FE110 O013E2021143 ¥1.08 2011-11-17

Geovision_GV-FE110_Series
Ge V-FE420_Serie

GeoVision_GV-3D010
GeoVision_GV-SD010
GeoYision_GV-50010
Geovision_GV-LH4CV3
GeoWision_GY-LH4CW3
GeoYision_GYV-UH40V3
GeoVision_GY-LH4C3
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